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Nostr

It doesn't rely on any trusted central server, hence it is resilient;


it is based on cryptographic keys and signatures, so it is tamperproof; 


it does not rely on P2P techniques, and therefore it works.
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Nostr in 3 Steps



Nostr Model



DEMO





Nostr in Japan
https://github.com/mattn/awesome-nostr-japan



WHY

Censorship Resistance





Identity & Instance



Identity tied to server



Mastodon.social

mastodon.world

masto.ai



Nostr

Damus,  
Snort, 

 Coracle

Crypto



Protocol

Identity Crypto
Domain


Username + Instance 
@alice@mastodon.social

Domain 
alice@example.com Domain + Crypto?

Network Distributed Federated ? Federated?

Broadcasting Yes Possible Possible Possible?

Applications Damus, Snort, etc.

mailto:alice@mastodon.social
mailto:alice@example.com


Client Relay

Events

Events

Events
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Connect to 
relays









Run your own relay
https://nostr.com/relays/implementations



























FUTURE POSSIBILITIES



https://github.com/nostr-protocol/nips

https://github.com/nostr-protocol/nips


App Ecosystem



Client-Server Clients-Relays

Decoupling Identity, Frontend, Backend



Social Media
Vendor Lock In



Music
Add song to library



Broadcast our ToSUsers Policy Service



Resources
Nostr and other distributed protocols

• Decentralized ecosystem overview from Bluesy


• A curated list of nostr projects and resources


• Learn more about Nostr: https://nostr.how/


• Bluesky @ AT Protocol: https://atproto.com/guides/overview


• Mastodon and the Fediverse: https://docs.joinmastodon.org/

https://gitlab.com/bluesky-community1/decentralized-ecosystem
https://github.com/aljazceru/awesome-nostr
https://nostr.how/
https://atproto.com/guides/overview
https://docs.joinmastodon.org/


Q & A


